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model and hypotheses are presented in Section 3. The research methodology is described in Section 4, and a data 
analysis is presented in Section 5. Conclusions and potential implications are presented in Section 6, and 
limitations and future work are given in Section 7. 
2. Literature Review 
2.2 Self-Disclosure and Online Self-Disclosure  
Self-disclosure has been a focus of social science studies since the 1960s. According to Jourard (1964, 1971), 
self-disclosure can be viewed as making oneself manifest such that other people can perceive that self. Altman 
and Taylor (1973) proposed that self-disclosure plays a critical role in the process through which people move 
from being acquaintances to forming a close relationship. Cozby (1973) reviewed self-disclosure in a variety of 
contexts, specifically self-disclosure as a personality attribute, in interpersonal relationships, and in 
therapist–client relationships. He conceptualized self-disclosure as any information relating to oneself that is 
communicated verbally by an individual to another individual. Derlega et al. (1993) expanded the definition of 
self-disclosure to include any verbally revealed personal information, such as thoughts, feelings, and 
experiences.  
Self-disclosure can be measured based on three parameters. According to Cozby (1973), the breadth or volume 
of information disclosed, the intimacy (depth) of the information disclosed, and the amount of time spent 
disclosing personal information are vital elements that can be used to identify and measure self-disclosure. 
Revealing personal information is related to the well-being and maintenance of relationships, intimacy creation, 
psychotherapeutic processes, and therapeutic alliances. Accordingly, the self-disclosure domain originated from 
verbal communication research. This domain has attracted increasing attention, particularly in the last two 
decades, and is becoming a mainstream subject in various areas, such as computer-mediated communication and 
the formation and maintenance of relationships, trust, and privacy management in online environments due to 
changes in information and communication technologies.  
Self-disclosure plays a role in various online environments. For example, maintaining good relationships is 
essential in business environments (Chou et al., 2009; Kang et al., 2012). Kang et al. (2012) identified several 
factors that play a significant role in building relationships between clients and online shopping malls. First, the 
responsiveness and trustworthiness of website-based shopping malls are positively correlated with 
self-disclosure; second, social presence and the effectiveness of the Internet as communication tools influence 
the likelihood of self-disclosure (Kang et al., 2012). Importantly, the ease of Internet use and online privacy 
assurance statements do not significantly influence the amount of information disclosed by customers. However, 
the amount of information disclosed by companies is related to consumer trust and willingness to self-disclose 
when first visiting a company’s website (Chou et al., 2009).  
More recent research has begun to look more closely at the roles of self-disclosure in SNSs. SNS users find 
online self-disclosure essential to maintaining their social networking friendships and extending relationships to 
other spheres. In the next section, specific characteristics of SNSs and literature related to the role of 
self-disclosure on SNSs will be reviewed. 
2.2 Self-Disclosure in SNSs 
Social media can be viewed as Internet-based channels that individuals use to opportunistically and selectively 
present themselves in real time or asynchronously (Carr & Hayes, 2015). Users present themselves to both broad 
and narrow audiences, which obtain some form of value from the content generated by the users and the 
perceived interaction with others. Social media platforms have a variety of forms, such as blogs, forums, social 
news sites, media sharing sites, microblogging sites, bookmarking sites, SNSs, and social messaging 
applications. 
The increasing popularity of social media platforms has led to an increasing need for self-disclosure online. In 
such platforms, self-disclosure may occur in various ways. For example, it can involve posting a picture, posting 
personal information, providing status updates, or revealing personal preferences and experiences when 
engaging in public communication with other members of an online community (Cheung et al., 2015). When 
participating in SNSs, individuals tend to reveal information and expose critical personal data. Online platforms 
encourage people to disclose information because doing so can have positive benefits, such as the creation and 
maintenance of online relationships. In addition, disclosing personal information sometimes has entertainment 
value (Cheung et al., 2015). Moreover, social media platforms can create the impression that a person's 
well-being matters and that other people care about their personal issues, which can contribute to better mental 
health. Huang (2016) found that self-disclosure significantly influenced social support and online social 
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well-being. However, there are inherent risks associated with revealing private information, such as identity theft, 
being targeted by cyber-criminals, harassment, cyber bullying, and theft of intellectual property (Haynes & 
Robinson, 2015).  
Previous studies have focused on the relationship between privacy issues and information disclosure in SNSs. In 
a study about why people share private information on SNSs, Lee et al. (2013) pointed out the contradiction 
between online attitudes and online behaviors. They argued that social media users consider the tradeoff between 
the risk of disclosure and the benefits of information sharing; thus, users may actively reveal personal 
information even though they are concerned about the potential risks (Lee et al., 2013). Barnes (2006) refers to 
this as the privacy paradox. Another study demonstrated that privacy concerns do not influence self-disclosure 
significantly (Taddicken, 2014). Taddicken (2014) found that user perception of the relevance of the site and the 
number of applications used were more influential factors. However, other studies found that privacy concerns 
directly affect personal information disclosure. For example, Nemec Zlatolas et al. (2015) found a significant 
correlation between privacy concerns and self-disclosure. Yet, while these studies focused on risks that limit 
information disclosure in SNSs, they did not examine factors that motivate users to participate in SNSs and 
disclose personal information.  
Other studies have focused on the relationships among personality traits and the tendency to disclose personal 
information. Varnali and Toker (2015) found that self-disclosure on SNSs mediates the impact of 
communication-based personality characteristics. Moreover, they found significant independent effects relative 
to the subjective norm and SNS affinity (Varnali & Toker, 2015). This implies that communication-based 
personality characteristics can influence decisions about whether to post personal information. On the other hand, 
Chen et al. (2016) found that the centrality of personality characteristics is positively correlated with the degree 
of self-disclosure. For example, extroverts were found to provide more accurate information when holding the 
cognition dimension (i.e., shared vision) and structural dimension (i.e., centrality) constant. However, the 
method used to measure extroversion may not be reliable because it involves a subjective evaluation. In addition, 
disclosures may be influenced by other aspects, such as culture and social norms.  
Several studies have explored how culture is related to information disclosure on SNSs. Krasnova et al. (2012) 
found that trusting belief plays a significant role in self-disclosure decisions, particularly for users from 
individualistic cultures; in addition, avoidance of uncertainty influences privacy concerns. Therefore, their 
findings showed greater cultural sensitivity when investigating and influencing user behavior on SNSs. On the 
other hand, Liang et al. (2016) observed that, in collectivistic societies, Twitter users’ privacy settings positively 
influenced self-disclosure; in contrast, privacy settings were not as important for users in individualistic societies. 
The authors also claimed that other factors, such as Internet penetration, can predict the use of privacy settings 
and the disclosure of location information (Liang et al., 2016). However, we argue that cultural values and 
self-disclosure have little or no correlation.  
The few studies that have focused on the Saudi context concentrated on awareness of privacy and trust in social 
media. Abokhodair and Vieweg (2016) reported that, in the Arabian Gulf (Saudi Arabia and Qatar), privacy goes 
beyond management of personal boundaries. Thus, self-disclosure in this region is primarily related to the 
optimization and management of cultural expectations and focuses on an Islamic perspective. A study into Saudi 
women's attitudes toward privacy in relation to blackmail threats on Facebook indicated that they are concerned 
about privacy and know how to change their privacy settings (Al-Saggaf, 2016). However, this study only 
examined one social media platform; thus, the findings may not be applicable to other platforms. In addition, the 
study had a relatively narrow focus on blackmail threats.  
Generally, Saudi Arabians have a low level of trust in social networks. A majority of people (59%) in Saudi 
Arabia indicated that they would not reveal their true identities. On the other hand, Saudi social media users do 
not appear to feel any particular threat associated with SNSs (Dimitrios & Violettas, 2014). However, these 
studies focused on levels of awareness and did not consider what motivates Saudi users to disclose personal 
information on SNSs.  
3.3 Privacy Calculus: Cost–Benefit Framework 
The privacy calculus model argues that a person’s willingness to disclose personal information is contingent on 
an evaluation of the inherent risks and benefits. These can be assessed relative to the potential future outcomes. 
Individuals are more likely to disclose personal information if they believe they will be able to manage the 
potential consequences, and individuals may refrain from disclosing such information if they are concerned 
about the fate of their information in the future. For example, people may consider how future technological 
developments will affect the ongoing privacy of information they previously disclosed (Laufer & Wolfe, 1997). 
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The privacy calculus model can also be applied to consumer transactions. Here, the cost–benefit analysis 
considers an organization’s perceived integrity. If organizations provide privacy policies that clearly indicate 
how information will be used, then consumers will be more likely to disclose personal information, even for 
marketing purposes (Culnan & Armstrong, 1999). Based on an extended privacy calculus model for e-commerce 
transactions, Dinev and Hart (2006) found that perceived risks influence customers’ willingness to purchase. 
However, Internet trust and personal Internet interest were important factors that can outweigh the perceived 
risks (Dinev & Hart, 2006).  
Regarding the application of the privacy calculus to SNSs, various empirical studies (Dienlin & Metzger, 2016; 
Krasnova et al., 2010; Min & Kim, 2015, Trepte et al., 2017; Zhang et al., 2015) have applied the theoretical 
reasoning from Dinev and Hart (2006) and Culnan and Armstrong (1999). Krasnova et al. (2010) used data from 
259 respondents in German to test their theoretical privacy calculus model (note that more than 85% of the 
respondents were students). Their results indicated that the perceived benefits and risks influenced online 
self-disclosure significantly (Krasnova et al., 2010). In addition, the results demonstrated that maintaining 
relationships was the primary reason why people revealed personal information on SNSs, followed by platform 
enjoyment (Krasnova et al., 2010). Furthermore, the perceived privacy risk negatively impacted individual 
willingness to reveal personal information (Krasnova et al., 2010). However, the perception of risk can be 
mitigated by trust in the service provider and the availability of control options (Krasnova et al., 2010).  
Based on our literature review, we consider that the model proposed by Krasnova et al. (2010) provides a strong 
theoretical basis for investigating self-disclosure on SNSs in the Saudi context. Abokhodair and Vieweg (2016) 
studied privacy and social media in the Gulf region and showed that the management of personal boundaries 
extends to Islamic teachings, reputation maintenance, and the careful navigation of social media activity to 
preserve respect and modesty. However, most research into self-disclosure has been conducted in Europe, and, to 
date, a systematic model that highlights factors that affect information disclosure on SNSs within the Saudi 
context has not been reported. Therefore, this study will contribute to the literature by examining the impacts of 
the perceived costs and benefits as well as gender differences for SNS users in Saudi Arabia in relation to the 
disclosure of personal information. 
3. Theoretical Model and Hypotheses Development  
In this study, the research model built on the model of self-disclosure in social networking sites (Krasnova et al., 
2010) and examine how the perceived costs and benefits affect online self-disclosure in SNSs. In addition, we also 
consider the role gender plays in self-disclosure. The research model is depicted in Figure 2 were adopted as the 
basis of this study. 
3.1 Convenience of Maintaining Existing Relationships 
A major benefit of social media is the ease with which existing relationships with other individuals can be 
maintained (Min & Kim, 2015). This has become increasingly important because people tend to become 
geographically dispersed as they pursue educational and career opportunities. SNSs offer a valuable platform with 
which to ensure continued communication between people. Therefore, individuals self-disclose personal details to 
ensure that their friends and acquaintances remain up-to-date on the main events in their lives.  
However, as stated previously, privacy risks hinder self-disclosure. In the Saudi context, where there are 
considerable cultural expectations and constraints, it is important to investigate whether the benefits of 
self-disclosure offset the risks. Here, the question becomes whether Saudis can use social media successfully to 
share, communicate, and keep in touch and, at the same time, maintain family honor?   
The technology that supports social media platforms facilitates a wide scope of online interactions, such as sharing 
photographs, videos, messages, and thoughts, all of which facilitate the maintenance of relationships beyond 
offline or face-to-face interactions. For example, on Facebook, people can interact through status updates, wall 
updates, and private messages. Such activities can involve self-disclosure to maintain existing relationships and for 
identification, social validation, self-expression, and information sharing (Bazarova & Choi, 2014). Similarly, 
Zhang et al. (2015) found it important for users to reveal themselves on Weibo, a Chinese social media platform, to 
take full advantage of that platform as a relationship building and maintenance tool. In addition, Cheung et al. 
(2015) and Krasnova et al. (2010) demonstrated empirically that the convenience of maintaining existing 
relationships has strong and significant positive effects on self-disclosure in SNSs. Therefore, we propose the 
following hypothesis: 

H1a. Users’ beliefs regarding the convenience of maintaining existing relationships will be 
positively related to their self-disclosure in SNSs. 
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3.2 Building New Relationships 
Social media facilitates meeting new people and building new relationships. In this case, self-disclosure is an easy 
and desirable way to create a perception of trustworthiness. Individuals are motivated to ensure that their actions 
are socially acceptable and justified, particularly in situations where their behavior cannot be measured. Thus, by 
accepting conventional social networking behaviors, individuals seek to benefit by gaining and maintaining 
relationships. Min and Kim (2015) found a positive relationship between the intention to disclose and the desire to 
manage relationships on SNSs.  
As in other countries, in Saudi Arabia, online networking creates opportunities to make new connections. However, 
making new relationship via online networking is sometimes considered socially unacceptable in Saudi Arabia, 
and such activities will be frowned upon. It is therefore important to investigate whether using SNSs to make new 
connections motivates Saudi users.  
Despite the risks associated with information disclosure on SNSs, users still reveal information to build networks 
and strengthen relationships (Zhang et al., 2015). Zhang et al. (2015) reported that individuals felt it was necessary 
to self-disclose to enjoy the benefits of social media. In the Chinese context, these benefits may include rapport 
creation, reputation strengthening, and attracting followers to build and maintain relationships. The importance of 
building new relationships and the benefits derived from participation in online social networks (OSNs) and 
self-disclosure have been supported empirically (Cheung et al., 2015; Krasnova et al., 2010). Therefore, we 
propose the following hypothesis. 

H1b. Users’ beliefs regarding opportunities to build new relationships will be positively related to 
their self-disclosure on SNSs.  

3.3 Self-Presentation on SNSs  
The role of SNSs is not limited to maintaining relationships through social interactions. Currently, social media 
plays many different roles, such as in the hiring process, which influences self-presentation behavior. In other 
words, people are willing to disclose information if they perceive a potential benefit from doing so (Dienlin & 
Metzger, 2016). 
SNSs offer new opportunities for impression management, such as by allowing users to create custom pages and 
report personal information strategically. For example, sites such as LinkedIn provide opportunities for 
professionals to meet, interact, and discuss shared goals relative to their careers (Paliszkiewicz & Mądra-Sawicka, 
2016). On such sites, an individual must self-disclose in the most genuine way possible to self-represent their 
character, qualifications, and authenticity to other members.  
In the context of Saudi society, (Guta & Karolak, 2015) found that social media sites, in the absence of the body, 
brought new ways of self-expression and identification among Saudi females. Therefore, it is important to 
investigate whether using SNSs for self- presentation motivates Saudi users to disclose more information.  
SNS Users can employ multiple functionalities to manipulate their self-presentation. Min and Kim (2015) found 
that the perceived usefulness of a SNS relative to self-presentation positively affects the intention to self-disclose. 
According to Ahmed (2014), there is a significant positive correlation between the rate at which individuals use 
SNSs and their tendency to perceive that their online self-presentation has been successful. In addition, Cheung et 
al. (2015) empirically demonstrated that self-presentation has robust and significant positive effects on 
self-disclosure in SNSs. Therefore, we propose the following hypothesis: 

H1c. Users’ beliefs regarding the benefits of self-presentation will be positively related to their 
self-disclosure in SNSs. 

3.4 Enjoyment  
The benefits that users derive from using a SNS, such as enjoyment, and the propensity to self-disclose have been 
studied extensively. Syn and Oh (2015) found that people are likely to participate as well as contribute to online 
communities when they are entertained. According to Stern and Salb (2015), individuals are willing to 
self-disclose as long as they are enjoying themselves. Loiacono (2015) also agreed with the notion that benefits 
play a vital role in self-disclosure. Users in this study pointed to the benefits of using SNSs by terming their usage 
as good or fun, which in turn influences the intention to disclose their personal information. 
According to Global Web Index (2017) Saudi users are motivated to use social media to fill spare time (48%) 
and to find funny and entertaining content (37%). Investigating whether these reasons to use SNSs prompt Saudi 
users to disclose personal information regardless of the potential risk is important. 
Some social media sites, such as Facebook, provide features that can increase enjoyment, such as gaming 
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applications, online purchasing, video sharing, and location reporting. It has been reported that such features 
motivate users to self-disclose (Hollenbaugh & Ferris, 2014). Similarly, Cheung et al. (2015) and Krasnova et al. 
(2010) empirically showed that enjoyment has strong and significant positive effects on self-disclosure in social 
networking sites. Therefore, we propose the following hypothesis: 

H1d. User enjoyment will be positively related to self-disclosure on SNSs.  
3.5 Perceived Costs of Self-Disclosure 
Privacy risk can be defined as the belief that the use of an online platform could be unsafe or result in negative 
consequences (Loiacono, 2015). As mentioned previously, the potential risks associated with sharing personal 
information on SNSs include identity theft, being targeted by cyber-criminals, online harassment, cyber bullying, 
and theft of intellectual property (Haynes & Robinson, 2015).  
In Saudi Arabia, the risks associated with using a SNS involve additional cultural considerations. In this region, 
privacy extents in SNSs goes beyond management of personal boundaries. Thus, self-disclosure is primarily 
related to cultural expectations and focuses on an Islamic perspective (Abokhodair & Vieweg , 2016).Therefore, it 
is necessary to investigate whether such cultural constraints will hinder self-disclosure in Saudi Arabia.   
The research model proposed by (Krasnova et al., 2010) was based on the privacy calculus theory (Culnan & 
Armstrong, 1999), which explains the risk–benefit analysis involved in the decision to disclose personal 
information. In this analysis, the loss of privacy is considered the cost required to accrue benefits on SNSs. Thus, 
users who may be concerned about privacy may decide to disclose personal information when the potential gains 
surpass the expected losses (Kokolakis, 2017). In other words, perceived risk is inversely related to disclosure 
(Alarcón-del-Amo et al., 2014). Loiacono (2015) stated that perceived risk negatively influences the intent to use 
online social platforms. Moreover, an analysis of privacy antecedents relative to Facebook found a negative and 
significant impact on self-disclosure (Nemec Zlatolas et al., 2015). The results of these studies imply that, as 
people become increasingly concerned about privacy, they become less likely to disclose personal information on 
SNSs. Therefore, we propose the following hypothesis: 

H2. Perceived privacy risk will be negatively related to self-disclosure on SNSs.  
3.6 Trust in SNS Service Providers  
The extent to which users trust an SNS service provider is an important determinant of the likelihood of users 
revealing personal information (Salehan et al., 2016). Such trust almost exclusively depends on beliefs about the 
provider’s benevolence and integrity. People are more likely to self-disclose when they believe that their 
information is secure, i.e., protected against unauthorized access. Furthermore, if the service provider is trusted, 
then uncertainty or concerns related to the cost of privacy are reduced and the perceived usefulness and ease of use 
of an SNS increase (Alarcón-del-Amo et al., 2014).  
When an SNS service provider is transparent about how individual user information is collected and shared with 
third parties and is perceived to be caring, honest, and consistent in its dealings with users, users will be less 
sensitive to the privacy risks involved in using SNSs and may increase the extent of their self-disclosure (Benson et 
al., 2015). Benson et al. (2015) also demonstrated that when social media users perceive that an SNS provides 
security notices, they will be more likely to trust the service and be more willing to share their information. In 
addition, Krasnova et al. (2010) empirically demonstrated that trust in an SNS service provider will be negatively 
related to the user’s perceived risk of self-disclosure. Therefore, we propose the following hypothesis: 

H3a. Trust in an SNS service provider will be negatively related to the user’s perceived privacy risk 
associated with self-disclosure.  

3.7 Trust in SNS Members 
SNSs allow individuals to share significant amounts of personal information, such as life events, photographs, and 
videos. However, an individual user has limited control over other users’ access to and use of such information. 
They must trust that other members will not abuse the personal information they have revealed. An SNS can be 
considered an environment in which users reciprocate by allowing access to their information (Syn & Oh, 2015). 
Therefore, users must share and allow access to their personal information to enjoy the interactions facilitated by 
an SNS. 
If an individual feel that other users are trustworthy, care about their well-being, and will not abuse their personal 
information, then he or she will be more likely to perceive less risk and thus to share personal information. 
Conversely, if other members are not willing to share their information, they will appear less trustworthy; thus, the 
perceived risk increases, which will lead to reduced self-disclosure. 
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Therefore, the trustworthiness of the other members is a major factor that influences the perceived risk on social 
media networks (Salehan et al., 2016). Salehan et al. (2016) stated that social trust is viewed as a belief that people 
will not willingly pose harm to others. They argued that social trust positively influences individuals’ attitudes 
toward disclosing and sharing information. In addition, higher levels of social trust reduce the perception of risk 
associated with sharing information. Therefore, we propose the following hypothesis: 

H3b. Users’ trust in SNS members will be negatively related to their perceived privacy risk of 
self-disclosure. 

3.8 Perceived Control over Personal Information 
Users will be more likely to self-disclose if they have control over the privacy of the information that they share. 
According to O'Brien and Torres (2012), SNSs such as Facebook have mechanisms, such as profile visibility and 
searchability, that allow individuals to control with whom they share information. Such mechanisms allow 
information to be accessible to the public, to friends only, or to a specific set of people. 
The availability of privacy settings creates the perception that users can control their privacy (Stern & Salb, 2015); 
thus, they will be likely to disclose more information. In addition, Hajli and Lin (2016) found that perceived 
control is negatively correlated with perceived privacy risk. Similarly, Krasnova et al. (2010) indicated that privacy 
settings and clear information about privacy-related procedures may significantly reduce the perception of privacy 
risks. Therefore, we propose the following hypothesis: 

H4a. Users’ perceived control will be negatively related to their perceived privacy risk of disclosing 
on SNSs.  

Furthermore, if individuals believe that the SNS provider provides functions that allow users to control their 
privacy settings, they will develop a higher level of trust toward SNS providers and be more likely to self-disclose 
(Hajli & Lin, 2016). Similarly, Krasnova et al. (2010) stated that trust in SNSs will increase if service providers 
provide privacy control mechanisms. Therefore, we propose the following hypothesis: 

H4b. Users’ perceived control will be positively related to their trust in an SNS service provider.  
Control is regarded as an important mechanism for building confidence and trust among participating parties. In 
the SNS context, once users become friends, their profile and status updates will be visible to all friends in their 
network. A previous study demonstrated that the perceived publicness of personal information on SNSs is 
negatively related to the intention to self-disclose (Bateman et al., 2011). Thus, most SNSs have introduced 
privacy-control features that allow users to manage access to their personal information. For example, on 
Facebook, users can group friends and authorize access to their personal information across groups (O'Brien & 
Torres, 2012). Thus, Krasnova et al. (2010) stated that perceived control, such as by limiting access to a profile, can 
improve trust toward other members within the community. Therefore, we propose the following hypothesis: 

H4c. Users’ perceived control will be positively related to their trust in other members on SNSs. 
3.9 Gender Differences in Self-Disclosure  
Beyond individual beliefs, self-disclosure is likely to be a function of personal user characteristics. Dindia and 
Allen (1992) focused on gender as it relates to self-disclosure and indicated that gender differences play a critical 
role. They found that gender influences the extent of self-disclosure, which in turn is related to the nature of the 
relationship or interaction and the gender of the target. Derlega et al. (1981) reported that gender plays an 
important role in what will be disclosed. This result conforms to typical gender stereotypes that suggest women 
are generally more comfortable with backstage disclosures and are more willing to share personal evaluative 
information, while men tend to be focused on impression management and are thus more comfortable with 
frontstage disclosures.   
The results of earlier studies into offline self-disclosure behavior were inconclusive. A review study (Cozby, 1973) 
found that some studies indicated that women disclose more than men, while others concluded that there were no 
significant differences between men and women. Some studies into the role of gender differences in online 
self-disclosure on SNSs found no difference between men and women (Krasnova et al., 2012; Zhang et al., 2015). 
However, other studies found that women are more likely to disclose information and communicate with others 
on SNSs and that men and women have different motives for self-disclosure (Li-Barber, 2012; Tifferet and 
Vilnai-Yavetz, 2014; Sheldon, 2013; Walton and Rice, 2013; Wang et al., 2016). For example, a study that 
examined the main reasons why individuals use Facebook, including relationship maintenance, passing time, 
virtual community, coolness, and companionship, found no significant gender differences (Li-Barber, 2012). 
However, that study also indicated that women use Facebook more for entertainment than men do.  
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4. Research Methodology 
4.1 Research Design 
This study adopted a quantitative approach. A web-based survey was conducted for data collection using a 
framework for online self-disclosure on SNSs developed by Krasnova et al. (2010) as a base to determine what 
motivates users to disclose personal information on SNSs in Saudi Arabia. A questionnaire was used for collecting 
the data for analysis. In addition, gender was included in the online self-disclosure model.  
4.2 Data Collection 
This study aims to investigate online self-disclosure on SNSs in Saudi Arabia. We developed a web-based survey 
instrument that we distributed through SNSs. The distribution of the questionnaire began on August 17, 2017. The 
sampling process was executed randomly within three weeks. To avoid biased results and to target the appropriate 
audience, the questionnaire was provided in Arabic. The English version of the questionnaire was translated into 
Arabic by two independent translators. The two versions of the questionnaires were compared to resolve any 
differences. The last version after modification was then used for data collection. We received 570 responses, from 
which 550 valid responses were obtained for subsequent analysis. The questionnaire responses were analyzed 
statistically using the SPSS program.  
The survey included a 33-item questionnaire (27 items related to dependent and independent variables and six 
items related to demographic and general questions). Note that the questionnaire was adopted from previous 
studies, which supports our assumption that the research instrument is valid and reliable. 
4.3 Measurement and Constructs  
The following constructs were evaluated: convenience of maintaining relationships, enjoyment, relationship 
building, self-presentation, perceived privacy risk, perceived control, trust in SNS members, trust in SNS 
providers, and information disclosure. The resulting list of constructs, measurement, and their sources are 
presented in Table 2. Note that certain items were adjusted to fit the Saudi context. A five-point Likert scale (1 = 
strongly disagree, 2 = disagree, 3 = neither agree nor disagree, 4 = agree, and 5 = strongly agree) was used to 
measure all constructs. 
Note that constructs can be categorized as benefits or cost. According to Krasnova et al. (2010), information 
disclosure is defined as the extent to which a user provides information when communicating with others (e.g., in 
their user profile). Also, convenience of maintaining relationships (i.e., the ease with which users can stay in touch 
with other SNS members) is a benefit of disclosure. Enjoyment, relationship building, and self-presentation also 
represent potential benefits. Here, self-presentation is defined as the value derived from being able to improve a 
user’s self-concept relative to SNS users (Hui et al., 2006).  Constructs associated with perceived cost include 
perceived privacy risk, which is defined as beliefs about potential negative consequences associated with 
information disclosure (Kim et al., 2008).  
Risks can be mitigated by perceived control, which is defined as the extent to which a user is reassured by the SNS 
provider’s privacy policies (Skinner, 1996) and privacy control options. Perceived control also involves legal 
assurances (i.e., beliefs that regulations, laws, or other legal structures adequately protect user privacy). According 
to McKnight et al. (2002), trust in SNS members and trust in SNS providers comprised beliefs that members and 
providers are unlikely to engage in opportunistic behavior. 
4.4 Pilot Test   
We conducted a pilot test to improve the questionnaire. A pilot test can improve data quality and minimize 
potential errors. Note that 30 respondents participated in the pilot test. The respondents were interviewed after 
completing the questionnaire to identify irregularities and provide feedback for improvement. The pilot test 
resulted in various changes to the questionnaire to improve the intended meaning of questions and decrease the 
likelihood of dropouts.  
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Table 2 Constructs and measures 
Construct Item Item text 

Convenience 
of 
maintaining 
existing 
relationships (Chiu et al., 2006; Krasnova et al., 2010) 

CON1 1- SNS is convenient for informing all my friends about my 
ongoing activities 

CON2 2- SNS allows me to save time when I want to share something 
new with my friends 

CON3 3- I find SNS effective in strengthen my relationship with my 
friends  

New relationship building  (Krasnova et al., 2010) RB1 4- Through SNS I get connected to new people who share my 
interests. 

RB2 5- The SNS helps me to expand my network. 
RB3 6- I get to know new people through SNS. 

Self-presentation (Walther et al., 2001)  SP1 7- I try to make a good impression on others on SNS. 
SP2 8-  I try to present myself in a favorable way on the SNS. 
SP3 9- The SNS helps me to present my best sides to others. 

Enjoyment  (Nambisan & Baron, 2007) EN1 10- When I am bored I often login to SNS. 
EN2 11- I find SNS entertaining. 
EN3 12- I spend enjoyable and relaxing time on SNS. 

Perceived privacy risk—partly on (Malhotra et al., 2004)  
and self-developed 

RISK1 13- Overall, I find it risky to publish my personal information on 
SNS. 

RISK2 14- I fear that something unpleasant can happen to me due to my 
presence on the SNS.  

RISK3 15- I fear that unauthorized people can access my personal 
information. 

Trust in SNS service provider (Jarvenpaa et al., 1999, 
McKnight et al., 2002) 

TP1 16- SNS makes good-faith efforts to address most member 
concerns. 

TP2 17- SNS is honest in its dealings with me 
TP3 18- SNS is trustworthy. 

Trust in SNS members (Chiu et al., 2006; McKnight et al., 
2002) 
 

TM1 19- Other SNS members will do their best to help me 
TM2 20- Other SNS members do care about the well-being of others 
TM3 21- Other SNS members are trustworthy. 

Perceived control (Krasnova et al., 2010) PCL1 22- I feel in control over the information I provide on SNS. 
PCL2 23- Privacy settings allow me to have full control over the 

information I provide on SNS. 
PCL3 24- I feel in control over who can view my information on SNS. 

Self-disclosure in social networking sites (Krasnova et al., 
2010) 
 

SD1 25- I have a comprehensive profile on SNS. 
SD2 26- I find time to keep my profile up-to-date. 
SD3 27- I keep my friends updated about what is going on in my life 

through SNS. 
 
4.5 Credibility of Research Findings 
4.5.1 Reliability and Validity  
Reliability describes the extent to which the collected data yield consistent findings. A reliable study will return 
the same results when replicated by another researcher. Validity assures the credibility of research and describes 
the degree to which a study measures what it intends to measure. To determine reliability, this study used 
Cronbach’s alpha (denoted α) to measure internal consistency (i.e., how closely items in a set are related). 
Generally, a questionnaire with an α value of 0.7 is considered reliable. 
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Table 3. Reliability measures using Cronbach’s alpha coefficient (SPSS) 

Cronbach’s alpha coefficients ItemsDimension  

0.788 3 Convenience of maintaining existing relationship

0.848 3 New relationship building 

0.782 3 Self-presentation 

0.779 3 Enjoyment 

0.768 3 Perceived privacy risk 

0.812 3 Trust in SNS service provider 

0.767 3 Trust in SNS members 

0.826 3 Perceived control 

0.765 3 Self-disclosure 

0.836 27 Total 

     
As shown in Table 3, the overall reliability coefficient is 0.836, which means that the questionnaire was reliable. 
Here, validity was defined by calculating the square root of the reliability result (91%), which indicates that the 
study adequately measures what it intends to measure. 
4.5.2 Sampling Adequacy Testing 
Adequate sampling requires a statistical sample size that is sufficiently large to provide satisfactory test results 
with adequate precision while minimizing the effect of chance. This study used the Kaiser-Meyer-Olkin (KMO) 
test to determine whether the collected data were suitable for factor analysis. The KMO test measures sampling 
adequacy for a complete model and for each variable in the model. The test measures the proportion of variance 
among variables that might be common variance. KMO values less than 0.6 indicate that sampling is inadequate 
and remedial action is required, and KMO values between 0.8 and 1 indicate that the sampling is adequate. The 
KMO value was 0.8, which indicates a sufficient sample size.  
5. Data Analysis   
5.1 Demographics and General Characteristics of Respondents 
Descriptive statistics were used to analyze the demographic variables. In total, 550 responses were received and 
accepted as valid. A demographic profile of the respondents is presented in Table 4. Among the 550 respondents, 
42.0% were females and 58.0% were males, and 4.5% were 18 years old or younger. Most respondents (51.1%) 
were 19-29 years old, 28.0% were 30-39, 9.5% were 40-49, 5.6% were 50 to 59, and a few respondents were 60 
years or older. The education demographics show that 63.5% of the participants had achieved a bachelor’s 
degree, 12.9% had a master’s degree, 1.8% had achieved a PhD, 8.4% had a diploma, and 13.5% had a low level 
of education.  
Most respondents were SNS users (99.6%); the remaining 0.4% were not members of SNSs. The 0.4% who were 
not SNS users had tried an SNS once and found it uninteresting. 
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Table 4. Demographics and general profile 

Percentages Frequencies Answers Variables 
58.0% 319 Male 

Gender 42.0% 231 Female 
100.0% 550 Total 
4.5% 25 18 or less 

Age 

51.1% 281 19 to 29 
28.0% 154 30 to 39 
9.5% 52 40 to 49 
5.6% 31 50 to 59 
1.3% 7 60 or more 
100.0% 550 Total 
13.5% 74 High school or less 

Educational level 

8.4% 46 Diploma 
63.5% 349 Bachelor’s degree 
12.9% 71 Master’s degree 
1.8% 10 PhD 
100.0% 550 Total 
99.6% 548 Yes 

Are you a member of social 
network sites SNS? 

.4% 2 No 
100.0% 550 Total 

0% 0 
I don’t know what a social 
network is 

If no, please tick the reason, 
why you do not use SNS 

0% 0 I am not interested in joining SNS

100% 2 
I tried once but it was not 
interesting 

0% 0 No privacy 
100% 2 Total 

 
5.2 Hypotheses Testing 
The hypotheses proposed by this study were tested by applying chi-square and Spearman correlation techniques. 
The null hypotheses were developed from alternative hypotheses in order to test the alternative hypotheses. 
The relationship between the perceived benefits dimension and perceived privacy risk dimension with 
self-disclosure was analyzed. 
 
Table 5 Chi-square test for self-disclosure 

  Self-disclosure 

Note 
P-Value for 
Spearman 

Spearman 
Correlation 

Ranking
Strength of the 
relationship 

P-Value for 
Chi square 

Dimension No 

Positive 
relationship 

0.000 0.398 1 0.419 0.000 
Convenience of maintaining 
existing relationship 

1 

Positive 
relationship 

0.000 0.275 2 0.347 0.000 New relationship building 2 

Positive 
relationship 

0.000 0.245 4 0.315 0.000 Self-presentation 3 

Positive 
relationship 

0.000 0.229 3 0.345 0.000 Enjoyment 4 

Negative 
relationship 

0.000 -0.161 5 0.233 0.000 Perceived privacy risk 5 

 
Table 5 shows the relationships among the perceived benefits dimension and perceived privacy risk dimension 
with self-disclosure. Here, since significance is 0 or less than 0.05, we reject the null hypotheses and accept all 
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alternative hypotheses. While the direction of the impact is positive among the perceived benefits dimension 
(convenience of maintaining existing relationship, new relationship building, self-presentation, and enjoyment), 
the direction of the impact is negative in the perceived privacy risk dimension. However, the strength of the 
relationship differs among the dimensions, and the results show that the impact of perceived privacy risk on 
self-disclosure is 0.233, which is less than that of the perceived benefits. 
The relationship between the cost mitigating factors and perceived privacy risk was also analyzed. 

 
Table 6. Chi-square test for prceived risk 

  Perceived Privacy Risk 

Note 
P-Value for 
Spearman 

Spearman 
Correlation 

Ranking
Strength of the 
relationship 

P-Value for 
Chi square 

Dimension No 

Negative 
relationship 

0.001 -0.185 2 0.221 0.029 
Trust in SNS 
service provider 

1 

Negative 
relationship 

0.007 -0.017 1 0.254 0.002 
Trust in SNS 
members 

2 

Negative 
relationship 

0.003 -0.125 3 0.207 0.035 Perceived control 3 

 
Table 6 shows the relationships among the cost mitigating factors and perceived privacy risk. Here, since 
significance is 0 or less than 0.05, we reject the null hypotheses and accept all alternative hypotheses. The 
direction of the impact is negative among the cost mitigating factors (trust in SNS service provider, trust in SNS 
members, and perceived control). However, the strength of the relationship differs among the dimensions, and 
the results show that the impact of perceived control on perceived privacy risk is 0.207, which is less than that of 
the other factors. 
The relationship between the two dimensions (trust in SNS service provider and trust in SNS members) and 
perceived control was also analyzed.  

 

Table 7. Chi-square test for preceived control 
  Perceived control 

Note 
P-Value for 
Spearman 

Spearman 
Correlation 

Ranking 
Strength of 
the 
relationship

P-Value 
for Chi 
square 

Dimension No 

Positive relationship 0.000 0.342 1 0.419 0.000 
Trust in SNS’s service 
provider 

1 

Positive relationship 0.000 0.210 2 0.314 0.000 Trust in SNS’s members 2 
 
Table 7 shows the relationships of the two dimensions (trust in SNS service provider and trust in SNS members) 
and perceived control. Here, since significance is 0 or less than 0.05, we reject the null hypotheses and accept all 
alternative hypotheses. The direction of the impact is positive and the strength of the relationship differs between 
dimensions. The results show that the impact of trust in SNS service provider on perceived control is 0.419, 
which is greater than that of trust in SNS members 
Moreover, the results of independent samples using the Chi square test were analyzed to recognize significant 
differences between the responses toward different motivations according to gender. 
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Table 8. Chi-square test for self-disclosure (male) 
Self-disclosure (males) 

Note 
P-Value for 
Spearman 

Spearman 
Correlation 

Ranking 
Strength of 
the 
relationship

P-Value 
for Chi 
square 

Dimension No 

Positive relationship 0.000 0.344 2 0.383 0.000 
Convenience of  Maintaining 
existing relationship 

1 

Positive relationship 0.000 0.281 1 0.389 0.000 New relationship building 2 
Positive relationship 0.000 0.286 4 0.345 0.000 Self-presentation 3 
Positive relationship 0.000 0.250 3 0.351 0.000 Enjoyment 4 
Negative relationship 0.001 -0.182 5 0.303 0.009 Perceived privacy risk 5 

 
 
Table 9. Chi-square tes for self-disclosure (female) 
Self-disclosure (female) 

Note 
P-Value for 
Spearman 

Spearman 
Correlation 

Ranking 
Strength of 
the 
relationship

P-Value 
for Chi 
square 

Dimension No 

Positive relationship 0.000 0.473 1 0.477 0.000 
Convenience of  maintaining 
existing relationship 

1 

Positive relationship 0.000 0.303 2 0.419 0.000 New relationship building 2 
Positive relationship 0.004 0.187 3 0.313 0.003 Self-presentation 3 
Positive relationship 0.002 0.206 4 0.294 0.001 Enjoyment 4 
No Negative relationship 0.125 -0.101 5 0.222 0.217 Perceived privacy risk 5 

 
Regarding moderating effects of gender on five dimensions toward self-disclosure, tables 9 and10 indicate that, 
relative to self-disclosure, convenience of maintaining existing relationships, new relationship building, 
self-presentation, and enjoyment are significantly moderated by gender. The results reveal that men are 
motivated more by self-presentation and enjoyment when self-disclosing on SNSs than women are, and women 
are motivated more by maintaining existing relationships and building new relationships. Men perceived more 
risk that inhibits their self-disclosure on SNSs, and women not affected by perceived risk of disclosure of their 
personal information. 
5.3 Results and Discussion  
In this study, we investigated factors that motivate individuals to self-disclose on SNSs in the context of Saudi 
Arabia. Perceived benefits were found to be significantly and positively related to information disclosure 
behavior. To obtain benefits from SNS usage, such as convenience of maintaining relationships, building new 
relationships, and enjoyment, it is important for users to disclose personal information when interacting with 
other users. Note that this finding is supported in the literature (Cheung et al., 2015; Krasnova et al., 2010). 
Similar to the results reported by Cheung et al. (2015), our results indicate that self-presentation was positively 
related to self-disclosure. 
The analysis demonstrated that convenience of maintaining relationships followed by building new relationships 
and enjoyment were the most influential benefits of self-disclosure on SNS in Saudi Arabia. Self-presentation 
was identified as the least influential benefit.  
The technology that supports SNSs has enabled a wide range of online functions that make maintaining 
relationships easier than offline or face-to-face interactions. Such functions include the ability to share 
photographs, videos, messages, and thoughts. Social media sites also allow users to interact through status 
updates, wall updates, and private messages, thereby providing invaluable opportunities to maintain 
relationships.  
In addition, the analysis results indicated that individuals believe that self-disclosure is necessary to meet new 
people and build new relationships. Therefore, to build networks and strengthen relationships on SNSs, 
individuals are willing to disclose more about themselves.  
Furthermore, the study found that, relative to self-disclosure, enjoyment is an important factor. If individuals 
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enjoy using an SNS, then they are more willing to self-disclose. Consequently, site designers should continue to 
incorporate “fun” features that motivate individuals to reveal more information.  
Social media sites have multiple functionalities that allow an individual to influence the self-image they want to 
portray to others, and this is positively related to encouraging people to reveal more information. However, our 
results indicate that self-presentation is the least influential driver of self-disclosure on SNSs in Saudi Arabia. 
The reason for this may be that it is not necessary for Saudi participants to disclose a lot of information to project 
a certain image of themselves. Furthermore, given the current maturity of SNSs, close interdependence among 
friends may lead users to realize that exaggerated self-enhancement can be easily recognized by others 
(Krasnova, 2010). 
We also found that gender plays an important role in motivation to self-disclose. The results reveal that, 
compared to women, men are motivated more by self-presentation and enjoyment. Women are motivated to 
self-disclose to maintain existing relationships and build new relationships. In addition, men consider privacy 
risks more than women do; thus, they tend to moderate the extent of self-disclosure. Women were less concerned 
about privacy risks and thus were more willing to disclose personal information. 
However, despite the differences between men and women, overall there was a significant relationship between 
perceived privacy risks and self-disclosure. In other words, privacy risks have a significant negative impact on 
individual self-disclosure (i.e., individuals mitigate the amount of personal information they disclose based on 
perceived privacy threats). However, the analysis indicates that the impact of perceived privacy risk on 
self-disclosure is less than that of perceived benefit (the corresponding chi-square test yielded 0.233 for 
perceived privacy risk). This means that people are willing to disclose to gain perceived benefits, which 
encourages them to reveal more information regardless of the risk.  
In addition, mitigating cost factors can reduce the perception of risk relative to information disclosure. This 
study found that perceived control, trust in the service provider, and trust in other members on SNSs mitigated 
risk concerns. Thus, when an SNS service provider is transparent about the information they collect and is 
perceived to be caring, honest, and consistent in dealing with users, users will be less sensitive to related privacy 
risks. Furthermore, the analysis also demonstrated that control features have a positive impact on trust in the 
service provider. The ability to set privacy controls encourages users to believe that they are in control of their 
privacy and can manage who accesses their information. The results also showed that the availability of control 
features that enable users to control access to personal information across their groups and the ability to report 
other users has a positive impact on trust in other SNS members. 
6. Conclusion and Implications  
Recognizing the importance of privacy and increasing concerns about privacy, this study has empirically identified 
factors involved in self-disclosure on SNSs in the Saudi context. We found that among the benefits of SNS 
platforms, convenience, relationship building, enjoyment, and self-presentation are significantly linked to 
information disclosure. Our findings demonstrate that SNS members engage in a privacy calculus process when 
determining what and how much personal information to disclose. From a practical perspective, our results 
provide important insights for SNS providers by identifying areas where providers should invest resources to 
ensure more communication and user activity that will help both business and public administration to understand 
people. We also contribute to ongoing research by demonstrating that, although risk hinders self-disclosure, it is 
often offset by benefits and mitigated by trust in the service provider, control mechanisms, and other users. 
The current findings can benefit both practitioners and academics. For academics, the findings provide more 
up-to-date information about self-disclosure in the Saudi context. For practitioners, the results indicate that 
perceived benefits are the dominant predictors of self-disclosure on SNSs. Therefore, based on these results, 
SNS service providers should enrich their core functionalities by increasing the form and number of features and 
services. Such functionalities can promote the benefits identified in our analysis (i.e., convenience of 
maintaining relationships, building new relationships, enjoyment, and self-presentation). These perceived 
benefits can mitigate negative concerns about privacy risks because individuals have different preferences and 
value structures, and they may have different use purposes. Thus, features must be developed to provide 
specifically targeted benefits. 
However, SNS providers must continue to be aware that perceived privacy risks prevent self-disclosure. Our 
study has revealed that three key mechanisms are involved in the mitigation of risk concerns (i.e., improving 
user control, increasing trust in SNS providers, and increasing trust in SNS members). Therefore, to enhance 
trust, SNSs providers must implement privacy policies that help to address privacy abuses. Providers should also 
prevent information collection by third parties. In addition, providers should enhance an individual user’s sense 
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of control over his or her personal information. Privacy management should be more transparent and 
user-friendly. Allowing users to manage access to their data will significantly reduce user perception of risk and 
increase their trust in both the service provider and the online community.  
7. Limitations and Future Work  
In this study, we focused primarily on individual self-disclosure using a privacy calculus theory. However, we 
recognize that constructs other than those investigated in our study may impact individual self-disclosure. We 
acknowledge that our specific focus may be a potential shortcoming of our approach. To broaden the 
contribution to the literature, future studies should consider other important constructs, such as social influence. 
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