**Open the pcap file given to you and apply the following filters:**

Display only TCP packet with source port 15244

………………………………………………………………………………………………..

Display only TCP packet with destination port 80

………………………………………………………………………………………………..

Display only TCP packet with source port 15244 **OR** 15130

………………………………………………………………………………………………..

Display only TCP packet with source port 15219 **AND** source IP address 10.170.125.72

………………………………………………………………………………………………..

Display only UDP packets with destination port 53 (DNS requests)

………………………………………………………………………………………………..

Display only UDP packets with source port 53 (DNS replies)

………………………………………………………………………………………………..

Display only UDP packets with source or destination port 53 (DNS requests and replies)

………………………………………………………………………………………………..

Capturing all TCP traffic NOT from 10.170.125.72

………………………………………………………………………………………………..

Capturing all UDP traffic NOT from 10.170.125.72

………………………………………………………………………………………………..

Displays all HTTP GET requests

………………………………………………………………………………………………

Display packets with a TCP SYN flag

………………………………………………………………………………………………

Display the SNMP or DNS or ICMP traffics.

………………………………………………………………………………………………