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Q 1) What are the five major activities of an operating system in regard to process management?

· The creation and deletion of both user and system processes

· The suspension and resumption of processes

· The provision of mechanisms for process synchronization

· The provision of mechanisms for process communication

· The provision of mechanisms for deadlock handling

Q 2) What are the three major activities of an operating system in regard to memory management?

· Keep track of which parts of memory are currently being used and by whom.

· Decide which processes are to be loaded into memory when memory space becomes available.

· Allocate and deallocate memory space as needed.

Q 3) What are the five major activities of an operating system in regard to file management?

· The creation and deletion of files

· The creation and deletion of directories

· The support of primitives for manipulating files and directories

· The mapping of files onto secondary storage

· The backup of files on stable (nonvolatile) storage media

Q 4) What is the purpose of the command interpreter? Why is it usually separate from the kernel?

It reads commands from the user or from a file of commands and executes them, usually by turning them into one or more system calls. It is usually not part of the kernel since the command interpreter is subject to changes.

Q 5) What is the purpose of system calls?

System calls allow user-level processes to request services of the operating system.

Q 6) What are the main advantages of the microkernel approach to system design?

Benefits typically include the following (a) adding a new service does not require modifying the kernel, (b) it is more secure as more operations are done in user mode than in kernel mode, and (c) a simpler kernel design and functionality typically results in a more reliable operating system.

Q 7) Describe three general methods for passing parameters to the operating system.

· Through registers,

· Passing address of the data block,

· Through stack.

Q 8) How does the distinction between monitor mode and user mode function as a rudimentary form of protection (security) system?

By establishing a set of privileged instructions that can be executed only when in the monitor mode, the operating system is assured of controlling the entire system at all times.

Q 9) What is DMA?

Direct Memory Access (DMA) allows transfers of blocks of data between memory and I/O devices without intervention of the CPU, by making the transfers in between CPU instruction executions (called “interleaving”).

Q 10) For what types of operations is DMA useful? Explain your answer.

DMA is useful for transferring large quantities of data between memory and devices. It eliminates the need for the CPU to be involved in the transfer, allowing the transfer to complete more quickly and the CPU to perform other tasks concurrently.

Q 11) Which of the following instructions should be privileged?

a. Set value of timer.

b. Read the clock.

c. Clear memory.

d. Turn off interrupts.

e. Switch from user to monitor mode.

The following instructions should be privileged:

a. Set value of timer.

b. Clear memory.

c. Turn off interrupts.

d. Switch from user to monitor mode.

Q 12) How is an interrupt executed?

The I/O driver sends a signal through a special interrupt line to the CPU when it has finished with an I/O request.
Q 13) What is an interrupt vector?

A list giving the starting addresses of each interrupt service routine.
Q 14) In what ways do systems treat slow and fast devices differently?

For slow devices, each character transferred causes an interrupt. For fast devices, each block of characters transferred causes an interrupt.
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